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" Le gros problème avec NFS c'est que cela repose sur le protocole UDP qui est, par nature, non-sécurisé; les transactions circulent en clair sur le réseau. De plus, les utilisateurs et les machines ne peuvent pas être facilement identifiés. Enfin, ce système est très difficile à sécuriser par un firewall. 






L'article de Samag fournit une solution à la plupart de ces problèmes pour des serveurs et clients tournant sous Linux. 






Ces principes peuvent bien sur être appliqués à n'importe quel serveur UNIX disposant de ssh."









NdR: Traduction de la nouvelle de RootPrompt
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