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Une nouvelle faille a été découverte dans le noyau de OpenBSD.


Un oubli de verification dans les appels systemes select et poll permet à un attaquant d'ecrire sur la mémoire du noyau, et d'éxecuter des instructions arbitraires.


Les utilisateurs locaux du systeme ont donc la possibilité de passer root sur la machine.


Des patchs sont disponibles pour les version 3.0 et 3.1 d'OpenBSD.

Aller plus loin


	
Patch pour la version 3.1
(6 clics)


	
Patch pour la version 3.0
(7 clics)


	
L'annonce
(7 clics)
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