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Inverse, société spécialisée en développement et déploiement de logiciels libres, annonce la sortie de la version 2.0.0 de PacketFence. PacketFence est une solution de conformité réseau (NAC) entièrement libre, supportée et reconnue. Procurant une liste impressionnante de fonctionnalités telles un portail captif pour l'enregistrement ou la remédiation, une gestion centralisée des réseaux filaire et sans fil, le support pour le 802.1X, l'isolation niveau-2 des composantes problématiques, l'intégration au détecteur d'intrusions Snort et au détecteur de vulnérabilités Nessus - elle peut être utilisée pour sécuriser efficacement aussi bien des réseaux de petite taille que de très grands réseaux hétérogènes.
PacketFence possède un grand nombre de fonctionnalités. Parmi celles-ci, on retrouve :


	L'enregistrement des composantes réseau grâce à un puissant portail captif ;



	Le blocage automatique, si souhaité, des appareils indésirables tels les Apple iPod, Sony PlayStation, bornes sans fil et plus encore ;



	L'enrayement de la propagation de vers et virus informatiques ;



	Le freinage des attaques sur vos serveurs ou diverses composantes réseaux ;



	La vérification de la conformité des postes présents sur le réseau (logiciels installés, configurations particulières, etc.).




PacketFence est une solution non-intrusive qui fonctionne avec une multitude d'équipements réseaux (filaire ou sans fil) tels ceux de Cisco, Aruba, ExtremeNetworks, Juniper Networks, Nortel, Hewlett-Packard, Meru Networks, Foundry, Enterasys, Accton/Edge-corE/SMC, 3Com, D-Link, Intel, Dell et plus encore.





Avec plus d'une année de développement, PacketFence 2.0 possède de nombreuses améliorations telles l'unification de la configuration pour le sans fil, le 802.1X sur le réseau filaire ainsi que l'authentification par adresse MAC. L'autorisation des appareils téléphoniques en RADIUS est maintenant possible de même que l'interception de serveur mandataire ou l'accès à certains sites lors du processus d'enregistrement ou lorsqu'un appareil est en quarantaine. De plus, il est maintenant possible d'importer massivement des nœuds et un nouveau statut en attente peut maintenant être défini sur ces derniers permettant de concevoir de tout nouveaux processus d'enregistrement dans PacketFence. 





Par ailleurs, le support de nouveaux commutateurs filaires (Juniper EX Series et SMC TigerStack 6128) ainsi que de nouveaux contrôleurs sans fil (HP ProCurve MSM710 et Meru Networks MC3000) a été ajouté. Finalement, plusieurs autres améliorations et correctifs ont été ajoutés, de même qu'un rehaussement massif de la documentation permettant un déploiement fluide de PacketFence.
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