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	Après quelques mois de développement, la version 0.0 de Peerfuse, le système de fichier distribué pair-à-pair, est disponible.





Écrit en C++ avec la bibliothèque FUSE, cette version 0.0 est une première étape afin de faire connaître le projet. Bien que beaucoup de choses restent encore à faire, cette version est une ébauche fonctionnelle qui suggère la base de notre concept.





Les personnes intéressées par le projet, souhaitant discuter du projet ou y contribuer, sont les bienvenues sur le salon #peerfuse@irc.freenode.net et/ou peuvent s'inscrire à la liste de discussion.



	Peerfuse est divisé en deux sous-projets :


	 peerfuse-net pour un réseau sur Internet. Les utilisateurs disposent ainsi d'un espace d'échange de fichiers de données, telles que des vidéos, photos, musiques, programmes, images CD de distributions Linux, etc. Nous bénéficions ainsi d'un espace de partage unique et hiérarchisé.



	 peerfuse-lan pour un réseau avec ses propres machines. Il permet par exemple de partager une partition /usr entre divers machines. Ainsi chacune de ces machines possède virtuellement un grand nombre d'applications, et elles ne sont récupérées que lorsqu'on les utilise effectivement.




Il est possible d'utiliser peerfuse-net afin de se connecter à Peerfuse.net, le réseau officiel, afin de tester les fonctionnalités de Peerfuse.





Peerfuse se veut être un système orienté sécurité.


En effet, les connexions se font par SSL et il est nécessaire de se faire délivrer un certificat signé par une autorité de certification, permettant d'assurer l'authenticité de chaque pair, et de se faire bénéficier d'un identifiant unique (UID).





L'espace de partage de Peerfuse est commun à tout le monde, bien que n'étant pour le moment pas encore implémenté, un système de permissions basé sur l'UID pour peerfuse-net, ou sur les utilisateurs unix pour peerfuse-lan.


L'utilisation de cryptographie permettra d'atteindre un niveau de sécurité intéressant, permettant la création de groupes et l'application des permissions Unix (par exemple, mettre des permissions rwxrwx--- sur un ensemble de dossiers afin que celui-ci ne soit lisible que par un groupe et ce, même si un message est relayé par un pair qui n'appartient pas au groupe, etc). 





Enfin, il est possible d'utiliser Peerfuse en mode déconnecté, permettant d'avoir accès, même en étant déconnecté du réseau, aux diverses données qui sont dans le cache (que l'on a donc déjà lu), et d'y faire des modifications. Lors de la prochaine reconnexion au réseau, une synchronisation sera faite.





Il est à noter qu'il est possible de compiler Peerfuse en mode serveur (ne crée pas de point de montage, et donc ne dépend pas de Fuse). Le but est par exemple de créer un pair permanent sur le réseau, et de mettre à disposition un cache utile pour la redondance. À ce sujet, un système de création de redondance automatique sera mis en place. Lorsqu'un pair mettra à disposition un fichier sur le réseau, d'autres pairs vont récupérer ce fichier dans leur cache disponible.
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