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Après plus d'un an de développement, PPasskeeper arrive en bêta 2. PPassKeeper est une bibliothèque d'abstraction de stockage de mots de passe accessible en C/C++, ligne de commande et Python. Elle est basée sur un système de greffons et est sous licence LGPL v2.





Sa création part du constat que les applications multi plate-formes sauvegardent le plus souvent des données utilisateur sensibles dans des fichiers textes en clair. Cela peut s'expliquer simplement par le fait que ces applications ne peuvent pas se permettre de programmer la prise en charge de chaque système de stockage de mots de passe disponibles. Pour simplifier le travail des programmeurs multi plate-formes et pour augmenter la liberté des utilisateurs de choisir où stocker leurs données, PPassKeeper a vu le jour.





Des paquets sont disponibles pour Linux (ArchLinux, Fedora et Ubuntu) et pour Windows. Des contributions pour les améliorer ou ajouter la prise en charge de nouvelles distributions seraient les bienvenus.





Avec un temps de développement de bientôt 2 ans, PPassKeeper commence à atteindre une certaine maturité dans son développement. Cette version attend vos commentaires à la fois sur l'API, des idées de greffons, sur la façon dont les greffons peuvent être configurés ou sur toute autre chose qui vous intéresserait.
PPassKeeper repose sur un système de greffons chargés dynamiquement. Si un greffon ne trouve pas les dépendances nécessaires à son exécution, il ne sera pas chargé et ne sera pas présenté à l'utilisateur. Il est ainsi aisé d'installer/désinstaller des greffons sans se soucier des dépendances.





PPassKeeper est multi plate-formes et a été testé sur Linux, Mac OS X et Windows.





Actuellement, la gestion de KWallet4 et de Gnome-Keyring est fonctionnelle. Il y a aussi des greffons pour demander à l'utilisateur de taper son mot de passe dans une fenêtre en Qt ou GTK.





En projet se trouvent :	la prise en charge du Windows's Vault et du Mac OS X's Keychain.



	La sauvegarde des données sensibles sur un serveur ftp/http pour faire un partage des secrets entre plusieurs ordinateurs.



	L'importation et exportation du contenu d'un module.



	Enfin, commencer le travail d'internationalisation.
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