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La nouvelle vient de paraitre sur le site de insecure.org développeur de nmap : « En vertu de l'article 4 de la GPL, et en raison des violations de cette même licence par SCO, nous mettons fin au droit de SCO de redistribuer Nmap dans tous ses produits, y compris OpenLinux, Skunkware, OpenServer et UNIXWare. Nous avons aussi décidé de cesser le support de OpenServer et UNIXWare ».





C'est une première. Nmap n'est pas indispensable au fonctionnement d'une machine Unix, mais c'est un programme bien utile. Il suffirait que quelques autres actions de ce genre aient lieu pour rendre les produits SCO très peu utilisables. 


Maintenant la question est de savoir ce que vont faire les avocats de SCO. Vont-ils réécrire nmap ?





NdM : il s'agit quand même de la sortie de Nmap 3.50.
CHANGES: 





[...]


SCO Corporation of Lindon, Utah (formerly Caldera) has lately taken to an extortion campaign of demanding license fees from Linux users for code that they themselves knowingly distributed under the terms of the GNU GPL. They have also refused to accept the GPL, claiming that some preposterous theory of theirs makes it invalid (and even unconstitutional)! Meanwhile they have distributed GPL-licensed Nmap in (at least) their "Supplemental Open Source CD". In response to these blatant violations, and in accordance with section 4 of the GPL, we hereby terminate SCO's rights to redistribute any versions of Nmap in any of their products, including (without limitation) OpenLinux, Skunkware, OpenServer, and UNIXWare. We have also stopped supporting the OpenServer and UNIXWare platforms.


[...]


Added a new classification system to nmap-os-fingerprints. In addition to the standard text description, each entry is now classified by vendor name (e.g. Sun), underlying OS (e.g. Solaris), OS generation (e.g. 7), and device type ("general purpose", router, switch, game console, etc). This can be useful if you want to (say) locate and eliminate the SCO systems on a network, or find the wireless access points (WAPs) by scanning from the wired side.


[...]
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