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ExaBGP est un logiciel d'injection de route BGP, permettant aux administrateurs d'affecter le routage IP dans leur réseau. BGP (Border Gateway Protocol) est le protocole de routage utilisé entre F.A.I., mais il est aussi très couramment utilisé pour transporter des préfixes internes. ExaBGP est donc utile pour re-router (blackhole, transproxy) ou simplement annoncer des adresses IP à partir d'une machine Unix.





L'application supporte les préfixes IPv4 et IPv6 ainsi que les flow routes (sortes de règles de pare-feu diffusables par BGP), et peut se connecter à des routeurs via IPv4 ou IPv6. C'est à ma connaissance la seule application libre supportant les flow routes (RFC5575). 





La syntaxe est très proche de celle des routeurs Juniper. À noter qu'une option permet la désagrégation de routes. Par exemple, « route 10.0.0.0/16 next-hop 127.0.0.1 split /24 » génère les 256 sous-réseaux classe C « 10.0.xxx.0/24 » qui composent le classe B « 10.0.0.0/16 », permettant d'être sûr que toutes les adresses IP du préfixe seront toujours préférées à celles apprises du net.
Le programme peut-être installé en une ligne de commande (en root) : 


cd /opt ; wget http://exabgp.googlecode.com/files/exabgp-1.2.0.tgz; tar zxvf exabgp-1.2.0.tgz; rm -rf exabgp-1.2.0.tgz; cd -; /opt/exabgp-1.2.0/bin/bgpd


...ou encore avec Python Distutils :


wget http://exabgp.googlecode.com/files/exabgp-1.2.0.tgz; tar zxvf exabgp-1.2.0.tgz; cd exabgp-1.2.0; python setup.py install; cd -; rm -rf exabgp-1.2.0.tgz





La version 1.20 apporte son lot d'améliorations avec entre autres :	la possibilité de partager les routes entre plusieurs pairs ;



	chiffrement MD5 de la connexion BGP ;



	journal d'activité (local, distant, ou un fichier) ;



	« démoniser » le programme ;



	sauvegarder l'identifiant de processus (PID) du daemon.




Le logiciel est utilisé en production par plusieurs sociétés, dont celle de l'auteur. Il utilise les variables d'environnement comme moyen de configuration.


> env DEBUG_CONFIGURATION=Yes ./bin/bgpd ./etc/bgp/myconfig.txt


> env SYSLOG=./mylogs.log PID=/var/run/exabgp.pid DAEMON=Yes ./bin/bgpd ./etc/bgp/myconfig.txt


Voici un exemple de configuration pour vous donner une idée de la syntaxe utilisée.


group test {


	local-as 65111;


	peer-as 65111;


	hold-time 180;





	static {


		route 1.0.0.0/8 next-hop 1.1.1.1;


		route 2.0.2.0/24 {


			next-hop 1.1.1.1;


			community 30740:30740;


			as-path 350;


		}


	}





	neighbor 192.168.127.128 {


		description "router 1 with two routes";


		router-id 198.111.227.39;


		local-address 192.168.127.1;


		graceful-restart 1200;


	}





	static {


		route 3.0.0.0/8 next-hop 1.1.1.1 community [ 30740:30740 30740:10 ] as-path 350 ;


		route 4.0.0.0/8 next-hop 1.1.1.1 local-preference 200;


	}





	neighbor 127.0.0.1 {


		description "router 2 with five routes";


		local-address 192.168.127.1;


		static {


			route 5.0.0.0/8 next-hop 1.1.1.1;


		}


	}





	neighbor 127.0.0.2 {


		description "router 3 with four routes";


		local-address 192.168.127.1;


		md5 "mysecretmd5";


	}





	neighbor 127.0.0.3 {


		description "router 4 with MANY routes";


		local-address 192.168.127.1;


		static {


			route 6.0.0.0/8 next-hop 1.1.1.1 split /16;


		}


	}


}





neighbor 127.0.0.4 {


	description "router 5 with 256 routes";


	router-id 1.2.3.4;


	local-address 192.168.127.1;


	local-as 1234;


	peer-as 4567;


	static {


		route 7.0.0.0/16 next-hop 1.1.1.1 split /24;


	}


}




Aller plus loin
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