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Inverse, société spécialisée en développement et déploiement de logiciels libres, annonce la sortie de la version 3.1 de PacketFence. PacketFence est une solution de conformité réseau (NAC) entièrement libre, supportée et reconnue. Procurant une liste impressionnante de fonctionnalités telles un portail captif pour l'enregistrement ou la remédiation, une gestion centralisée des réseaux filaire et sans fil, la prise en charge de  802.1X, l'isolation niveau-2 des composantes problématiques, l'intégration au détecteur d'intrusions Snort et au détecteur de vulnérabilités Nessus - elle peut être utilisée pour sécuriser efficacement aussi bien des réseaux de petite taille que de très grands réseaux hétérogènes.
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PacketFence possède un grand nombre de fonctionnalités. Parmi celles-ci, on retrouve :


	L'enregistrement des composantes réseau grâce à un puissant portail captif;

	Le blocage automatique, si souhaité, des appareils indésirables tels les Apple iPod, Sony PlayStation, bornes sans fil et plus encore;

	L'enrayement de la propagation de vers et virus informatiques;

	Le freinage des attaques sur vos serveurs ou diverses composantes réseaux;

	La vérification de la conformité des postes présents sur le réseau (logiciels installés, configurations particulières, etc.);

	La gestion simple et efficace des invités se connectant sur votre réseau.


PacketFence est une solution non-intrusive qui fonctionne avec une multitude d'équipements réseaux (filaire ou sans fil) tels ceux de Cisco, Aruba, ExtremeNetworks, Juniper Networks, Nortel, Hewlett-Packard, Meru Networks, Foundry, Enterasys, Accton/Edge-corE/SMC, 3Com, D-Link, Intel, Dell et plus encore.


Nouveautés


La version 3.2 de PacketFence offre plusieurs nouvelles fonctionnalités comme l'intégration avec des solutions de paiement en ligne pour accepter les cartes de crédits lors de l'enregistrement, la détection d'une surutilisation de la bande passante avec possibilités de mise en quarantaine et l'intégration avec l'outil de détection de vulnérabilités OpenVAS. Plusieurs améliorations de performance ont été apportées, de même que certains correctifs.
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