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Trois trous de sécurité ont été decouverts dans les serveurs ftp

wu-ftpd (versions inferieurs à la 2.6.0) et beroftpd (toutes versions), qui

peuvent permettre aux utilisateurs d'exécuter du code avec les droits root.


Tous les OS utilisant ces serveurs sont donc vulnérables (en particulier la

slackware 4.0 et current, certaines versions de freebsd, sco unixware 2.x,

7.x et openserver 5.x), la mise à jour vers wu-ftpd 2.6.0 (même pour les

utilisateurs de beroftpd qui lui ne sera plus mis a jour) est fortement

conseillée.


NdM. : cette dépêche a été initialement publiée le 23/10/1999 à 17h44, perdue lors d'une migration du site, retrouvée et remise en ligne le 1er mai 2012 (les éventuels commentaires initiaux ont été perdus).
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