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Un intrus peut exécuter du code avec les privilèges du serveur web.





C'est dû à un défaut de l'analyse des entêtes de requêtes HTTP POST lorsque la requête envoie du "multipart/form-data". (formulaire, envoie de fichiers).





Bien sûr, aucun serveur web ne tourne sous l'utilisateur root, n'est-ce pas ?





Méthode temporaire pour bloquer le problème (seulement si vos programmes PHP n'utilisent pas le HTTP POST):


ajouter dans la config du serveur web:





  Order deny,allow


  Deny from all








Il semblerait que le site soit assez surchargé...





NdM : j'ai ajouté un lien vers un miroir allemand dans la mesure où les français ne sont pas à jour.


Update : http://fr.php.net est maintenant à jour

Aller plus loin


	
Latest upgrade
(7 clics)


	
site de PHP
(5 clics)


	
Un miroir européen à jour et pour l'instant pas trop chargé
(13 clics)
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