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(En directe de La Rache, la réflexion du soir)


Quand on utilise le courriel, on a le choix entre :



	pas de chiffrement, c'est trop compliqué pour vos correspondants et en plus ils "n'ont rien à cacher", gna gna gna.

	chiffrement avec GPG, pour les geeks, ça fonctionne bien.


Mais il existerait(?) une méthode entre les deux : vous n'avez pas besoin d'un niveau de confidentialité élevé, mais par principe vous ne souhaitez pas que vos écrits soit systématiquement analysés (si l'on part du principe que les outils de surveillance de masse filtrent par mot-clé)


donc l'idée est, plutôt que d'envoyer du texte brut, pourquoi ne pas le transformer en fichier binaire : une image. Image qui sera envoyée en pièce jointe.


Sous nos OS libres préférés, c'est très facile à faire grâce à (par exemple) ImageMagick et sa fameuse commande convert.


Par exemple, pour transformer un texte en image au format PNG (la plus légère possible) :


cat text.txt | convert -size 480x -font "Helvetica" -pointsize 16 caption:@- -type BiLevel text.png



(on peut imaginer toutes sortes d'effets sur l'image, au prix d'un poids de fichier plus important)


Avantages : 



	facile à faire

	tous vos correspondants pourront lire vos messages sans effort


Désavantages :



	une pièce jointe binaire pèse plus lourd que quelques octets de texte brut

	(et sans doute d'autres)


L'idéal serait, par exemple, une extension pour Mozilla Thunderbird pour réaliser l'opération en 2 clics. (Je ne pense pas en avoir vu)


Z'en pensez-quoi?
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