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Bonjour Nal,


Depuis peu, j'utilise des gestionnaires de mots de passe qui utilisent un format de fichier commun, et qui me permettent donc de partager la même archive aussi bien à la maison qu'au travail. Maintenant, le problème, c'est que cette archive des mots de passe, je dois la partager. J'ai pour l'instant quelques solutions en tête, et j'aimerais savoir ce que vous, mes moules paranoïaques préférées, vous faites ou feriez…


Les solutions actuelles sont :



	Stocker l'archive de mots de passe sur un clef USB, et la brancher/débrancher de l'ordi que j'utilise dès que j'ai besoin de me logguer quelque part.

	Stocker l'archive de mots de passe dans le cloud (eg, dropbox), et faire confiance au chiffrement de l'archive. C'est une solution courante je crois, mais des méchants pourraient cibler dropbox pour voler ces fichiers et attendre qu'une faille dans la crypto soit publiée pour casser les archives. Ca me fait un peu peur de laisser tous mes mots de passes, même chiffrés, dans le cloud.

	La même chose, mais avec du rot13 (ou autre) en plus, juste pour cacher un peu plus l'identité de l'archive.

	Stocker l'archive de mots de passe sur une machine accessible du net, mais qui n'est pas un stockage dans cloud, et coder mon petit client pour la synchro (avec rot13 au cas où). Je pense par exemple à un hébergeur quelconque, ou à une machine à la maison (mais ça ne me botte pas trop de me mettre un serveur à la maison 24/7 de nouveau…).


Alors, quelle est votre opinion ?
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