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Hello world !


Je viens de voir passer dans mon flux RSS sur le site de korben.info une étude mené par Microsoft que je trouve très intéressante : Virus – Méfiez-vous de vous-même ….


L'idée général de cette analyse est que la majorité (plus de 44%) des « malwares » viens d'une action volontaire de l'utilisateur.


Je pense que cette étude devrait faire réfléchir sur la manière d'envisager l’expérience utilisateur en informatique. En effet il me semble logique, au vu de ces résultats, que la meilleure méthode pour sécuriser un ordinateur c'est de former les utilisateurs. L'image d'épinal de l'utilisateur qui n'y connaît rien, mais qui, grâce à des interfaces 'achement choupie, peut tout faire avec son ordinateur me semble avoir du plomb dans l'aile.


Je pense qu'il y a 2 manières d'envisager le problème :


	soit on considère l'utilisateur comme un virus et on ne lui donne pas de possibilité de faire de modifications sur son système, c'est le principe des appliances

	soit on veut bien lui donner les droits mais on ne cherche pas à ce qu'il fasse des modifications sans comprendre ce qu'il fait. L'utilisateur devra chercher et comprendre un peu de quoi il en retourne pour pouvoir faire une action « à risque » sur son système


Pensez-vous vous aussi que ce sont les deux seules méthodes pour résoudre cette faille ?


Journal placé sous licence Art (sic) Libre.
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