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Je ne sais pas s'ils se sont donné le mot, mais j'ai l'impression que tous mes flux se sont mis à parler de la sécurité des mots de passe. Ça a commencé avec developpez.com qui explique que les mots de passes sont trop simples et sont donc facilement crackables, puis ce fut autour de blogzinet de proposer une extension qui vérifie notre mauvaise utilisation des mots de passe, intel de nous dire combien mes mots de passe sont faibles et mcaffe de nous donner des conseils.


Je connais ces problématiques, mais j'avoue que j'ai toujours eu un très mauvais usage des mots de passe. Principalement car je réutilise trop mes mots de passe. Comme je fait assez confiance en Mozilla, j'ai pris une bonne résolution et je me suis mis à changer tous mes mots de passe (par des mots de passe générés par openssl : openssl rand -base64 12, intel dis qu'il met 2 millénaires à les craquer (sic)) et je compte sur l'enregistrement de ceux-ci par firefox pour les mémoriser. Je garde tout de même un fichier chiffré pour les récupérer en cas de besoin.


Blogzinet propose un panel d'extensions pour rendre plus automatisée la saisie des mots de passe (http://blogzinet.free.fr/blog/index.php?post/2013/05/05/Firefox-%3A-Toujours-retenir-les-mots-de-passe).


Et vous vous êtes très rigoureux à ce sujet ? Vous avez des outils hyper top pour gérer vos mots de passe pour vous ou vous préférez un entrainement intense pour les mémoriser tous ?


C'est pas une mais deux nimages que je vous propose, tirés toute deux de xkcd :


	http://xkcd.com/792/

	http://xkcd.com/936/
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