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Bonsoir mon journal,



Je viens de tomber sur une faille (possible) de l'open source dans un raisonnement se faisant dans ma tête il y a un bon quart d'heure ...



Imaginons un protocole X implémenté par un logiciel Y sur le principe du client/serveur ou du p2p.



Si le logiciel comme le client sont à source fermés, je peux 

- définir un protocole obscur

- valider le code du logiciel donc

- valider les données qu'il échange sur le réseau.



Si le même logiciel est opensource et/ou le protocole ouvert, apparaîtront

- de nouveaux logiciels implémentant ce protocole

- des versions modifiées du logiciel, n'ayant pas forcément le même comportement.



Je me suis donc demandé s'il y avait une solution algorithmique de validation de logiciel "à distance" ? Avec un logiciel libre, cela me parait impossible.



Prenons un exemple (ça n'est pas le cas que je traite, mais il est proche ...) un jeu massivement multijoueurs, distribué (pas de serveur central) et libre (protocole et source ouvert).



Comment peut-on être sur que les joueurs ne modifient pas le logiciel pour que leur joueur triche et gagne ? Une validation des actions par les autres joueurs me parait très difficile, et une validation de code ou de protocole impossible vu que tout est opensource donc connu, donc trichable ...



Cruelle question ...



Tout en écrivant ce journal, je me demande d'ailleurs si ça n'est pas un des problèmes que les systèmes p2p n'arrivent pas à régler, (les clients p2p qui trichent et monopolisent la bande passante) y compris les propriétaires (ce qui rend ce problème tout aussi insolvable) comme kazaa



des avis d'expert dans la salle ?
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