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D'après une dépêche de PCInpact, le SNEP aurait écrit un livre blanc de 146 pages sur le P2P.



Il y préconiserait la mise en place de filtrage.



Bon, rien de nouveau jusqu'ici. Par contre, la suite me semble curieuse :



A la question du filtrage (bien oui, il suffirait de filtrer ses communications pour ne pas se faire prendre), le réponse du SNEP est la suivante :



« Une solution pour traverser les filtres sans être reconnu est de chiffrer les informations nécessaires à la détermination de la signature » note le livre blanc. « Cependant, pour cela, il faut au préalable ouvrir la connexion et mettre en accord les deux correspondants sur des clés de chiffrement communes. Cela laisse le temps de suivre la connexion qui se met en place et de l’identifier. Pour que le chiffrement puisse être réellement opérationnel, il faut que les deux correspondants se mettent d’accord au préalable sur les clefs de chiffrement à utiliser, ce qui limite de nouveau la taille du groupe pouvant utiliser cette solution de traversée des filtres sans être reconnu ».



C'est moi ou c'est eux qui n'ont rien compris au chiffrement ?



Moi qui pensait qu'il suffirait de mettre en place une solution de chiffrement à clés asymétriques pour être tranquille...



Je n'ai maintenant plus confiance dans SSL :-), j'vais arrêter d'acheter sur Internet si tout le monde peut écouter mes transactions...
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