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	Bonjour cher journal,



tu te souviens certainement de la dernière fois que je t'ai écris.

Il s'agissait de se remémorer le fait que tcpa semblait encore actif dans le coeur de microsoft.[1]



Aujourd'hui je compte continuer sur la lancée.







Je vais faire un petit rappel pour ceux du fond qui écoutaient pas avant.



Pour ceux que ca intéresse pas, autant aller tout de suite vers la fin.



Il y a fort longtemps dans un royaume éculé appelé intelms, est venu l'idée aux dirigeant de pouvoir mieux controler la population de mouton qu'ils gouvernaient.



Pour se faire, ils ont maté les films de science fictions qu'ils adoraient, et se sont dit "on va faire une puce!".

Cette puce allait s'appelait ... TCPA (Trusted Computing Plateform Alliance).

Elle était bien cette puce, elle allait lutter contre la faim dans le monde,  la pédophilie, les virus et les méchant sur internet.

Petit revers de la médaille, elle allait mettre en place un système retirant aux utilisateurs une (grande) partie de leurs libertés.

Que cela ne tienne, ce royame de intelms avait la fameuse devise de notbf (not benjamin franklin) : celui qui veut un peut moins de sécurité pour un peu plus de liberté, ne mérite pas sa liberté.



Pourquoi moins de liberté ? elle semble top génial cette puce ?

Cette puce permettait effectivement de sauvegarder de facon sécurisé les puces (à l'aide de norme telles que celles définies par FIPS (Federal Information Processing Standards)). Elle constitue aussi un coprocesseur cryptoraphique.



Par contre, pour lutter contre les virus, elle avait besoin de vérifier les binaires et les documents

Il lui était donc possible en théorie de vérifier tous les executables , voir les données lues, et d'interdire ou d'autoriser au cas par cas.

Il devenait donc possible d'établir une censure géante (controler les documents échangées ou lues), et une interdiction d'utiliser certains logiciels (comme linux ).



Un troupeau de gnu barbu ont pris en grippe cette annonce (oui la bas les gnou, nommé gnu, sont des etres sensibles doué de raison ... malhereusement trop souvent célibataires, à l'inverse de ses con - patriotes, les kéké et les jacky).



Fin de la phase 1.



Ce n'est pas que les gnu ont un quelconque pouvoirs, mais les dirigeants aime bien se sentir aimé.

Les dirigeans d'intelms ont donc décidé donc calmer le jeu.

Ils ont changé le nom, et ont commencé le .....

tada :

Palladium/NGSCA (Next Generation Secure Computing Base ... voui les dirigeants aiment les projets avec "Next Generation dedans).



Bon la différence consiste essentiellement dans le nom.



Parallèlement, intel a lancer son offensive dans le but de faire toute la chaine de confiance. (Ben oui, si il y a juste la puce, et qu'on peut copier directement le flux numérique décompresser ).

J'ai nommé le HDCP.



Ce hdcp permet de faire un chiffrement sur le lien, a travers des clé stocker normalement dans des puces au niveau de l'écran ou des cartes graphiques. Difficilement modifiable donc.



Ce hdcp n'est pas ce qu'il y a de plus résistant, comme l'a trouvé ferguson et d'autre chercheurs (une autre caste, plus proche des gnu barbu que des kéké).

Fin de la phase 2.







L'avènement de la HD permet aux d'exiger par les sutdios de nouvelles mesures de sécurité.

Lecteure permettant d'éviter la lecture de la galette par des logiciels non autorisé, DRM adaptatif ... [2].

Ils demandent aussi un os "certifié" (que les gnu barbus se refusaient d'utiliser , ca leur coutait bien trop d'avoine et ils avaient des plaques à chaque utilisation). et une liaison avec du HDCP si on veut profiter du "full numérique full HD".



Ceci permet à intelms de vendre son os (qui donne des plaques) nouvelle version qui peut lire la hd toussa.

Ca fait toujours ca de pris





Les kéké étant un peu rebelle, et surtout riche, des chercheurs ont réussi a trouver des problèmes au niveau de ces DRM pour se faire payer par le kéké, sans remettre vraiment en cause tout le systeme.



fin de la phase 3



Parallèlement à cette phase 3, intelms profite de son avance technologique imparable (aux yeux des kéké et du gnu barbu inconscient)  avec le coeur deux, de pousser un peu le TCPA.

En effet le coeur deux possède une partie du TCPA , nommé "LaGrande" (pouvant eviter l'execution de certains code ... contre les virus.) , tandis que la partie matérielle , elle est installé sur les cartes mère sur des modules TPM "Trusted Platform Module". 



Le terme "trusted" signifie que intelms peut faire confiance à la plateforme. Bien entendu tout gnu barbu qui se respecte devrai approcher ces bestioles avec la plus grande prudence.



fin de la phase 3 bis.





Et maintenant le final !



Vu que tpm et lagrande, ca c'est répandu sans trop de probleme, on va pouvoir commencer à l'utiliser pour éviter les dangereux pirates virus.

En effet, certains souhaitent utiliser le TPM pour éviter les copies non autorisée de jeux [3].



Phase 4 ... en cours.



Bon, je sais pas vous, mais moi j'espère qu'il n'y a pas de phase 5



Bon ok, 40 lignes pour une chute de 2 lignes, c'est nul, mais j'ai toujours été nul en francais



[1] : https://linuxfr.org/~briaeros007/25694.html

[2] : les DRM des HDDVD et des BD se basent sur les DRM "aacs".

Le BD se base en plus sur le BD+, qui est une couche permettant de modifier le DRM à chaque disque par l'utilisation d'une couche java qui va déchiffrer on the fly le disque.

[3] : http://www.clubic.com/actualite-141230-puce-tpm-proteger-jeu(...)
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