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Voici une phrase qui résume assez bien la situation.

De plus en plus de new_linuxiens(tm) que j'ai l'occasion de croiser ont ssh sur leur machine, avec un compte user:root/pass:plop



S'il vous plait messieurs (mesdemoiselles, mesdames), si vous ne voulez pas changer le mot de passe de votre root, désactiver au moins le login root de ssh, ca forcera l'intrus a d'abord tenter de se connecter avec un simple user (si toutefois il ne s'obstine pas a tenter le root n'ayant pas saisi qu'il a été désactivé), et une fois connecté, il devra, a coup de su root, trouver cette fois ci le mot de passe root.



C'est quand même plus sûr mince !



Pour info, la directive PermitRootLogin [yes|no] du fichier /etc/ssh/sshd_config indique si le root a le droit ou non de se connecter directement via ssh



Toujours pour info, etant un grand parano, chez moi le compte root a un très long mot de passe, mes users aussi, et j'ai désactivé le login root :)



Voilou
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