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On savait que les miniurls étaient déjà un risque pour la pérennité des liens hypertextes : un service qui tombe et c'est des millions de lien mort. Maintenant des chercheurs ont brute-forcé les principaux services et ont récupéré pas mal d'informations sensibles.


Bref, ces services sont à éviter. Perso, je pense que les vrais responsables sont les devs webs avec leurs mauvaises manières qui génèrent des urls de 1500 caractères.


L'article : http://www.silicon.fr/hyperlien-court-mini-taille-mais-maxi-risque-de-securite-145076.html



	PS: brute-forcer, c'est pas beau, vous auriez utilisé quel verbe à la place ?

	PS2: Mort aux utm_* qui rallonge les urls pour rien https://addons.mozilla.org/fr/firefox/addon/au-revoir-utm/


	PS3: C'est pas l'info du siècle mais bon, il n'y a pas grand chose au cinéma.
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