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Bonjour à tous,



Voilà je cherche à affiner le filtrage avec Iptables, j'entends par là mettre à DROP la politique par défaut des tables nat et mangle et autoriser vraiment au cas par cas les paquets respectant ma propre politique de sécurité.



Cela me paraît quand même assez long à faire, et est-ce vraiment utile ?



A partir du moment où FORWARD est bien paramétrée, on risque pas grand chose ?



Et puis faut pouvoir prévoir toutes les formes de paquets qui sont succeptibles de traverser la machine...



Je me posais aussi une question sur l'utilité des states NEW, RELATED, ESTABLISHED avec le protocole UDP, comme il n'y a pas de suivi de connexion avec ce protocole, Linux intègre t'il un système de timer ?



Une dernière question, cette fois sur la table mangle, quelles sont les limites de son utilisation, j'avais trouvé un exemple sur le net qui permettait d'analyser les en-tête de protocole (couche:application), et qui détectait si vous faisiez du kazaa ou autre chose mais en ne se basant pas sur le numéros de port bien sûr ;-)



merci pour vos réponses
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