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On se doutait à peu près tous que cette histoire allait se terminer comme ça, mais on en a maintenant une confirmation officielle. Secure Boot, la fonctionnalité du « nouveau BIOS » UEFI permettant d'empêcher le boot d'un OS non signé, va effectivement être utilisé pour restreindre l'exécution d'OS ne venant pas de la firme de Redmond sur leurs tablettes ARM.


C'est le SFLC qui nous fait part de cette nouvelle aujourd'hui, en se basant sur les « Certification Requirements » fournis par Microsoft pour que les produits puissent être certifiées « Windows 8 compatible ». Dans leur article, ils précisent notamment :


	Que le « Custom Mode » permettant d'ajouter des signatures perso devra être désactivé et ne devra pas pouvoir être réactivé ;

	Que le Secure Boot devra être forcé et non désactivable. Oui oui.

	Qu'étant donné que Microsoft n'a pas assez de parts de marché sur le marché mobile ça ne peut pas être vu comme un abus de position dominante (antitrust).


Et encore une fois une fonctionnalité abusable a été abusée. Bon, bah faudra hacker du bootloader :-)
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