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Bonjour Nal,


Je t'écris, car j'ai implémenté une de mes idées: un fournisseur d'identité open source décentralisé basé sur la confiance.


Déployable avec un simple serveur web, Selfid Connect permets aux utilisateurs de prouver leur identité grâce à une authentification de confiance à deux facteurs sans application mobile, ni yubikey, ni code TOTP, ni même un mot de passe.
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Techniquement, le logiciel génère un JWT à partir des informations de confiance fournit par l'utilisateur en toute sécurité :



	la génération se fait sur le terminal de l'utilisateur (via javascript) ;

	le jeton ne passe pas par le serveur (il est transmis en #fragment).




Une fois connecté, l'utilisateur arrive sur son espace personnel de confiance où il peut faire tout ce qu'il veut en toute sécurité.


Qu'en penses-tu Nal ? Ça te donne confiance ?
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Se connecter avec Selfid

Nom:

plop

Réle:

Utilisateur

Authentification a deux facteurs:
Je suis bien moi.

J'ai bien vérifié : je confirme que c'est bien moi.

uthentifi
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