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Bonjour,


Certains n'aiment pas ce site communautaire Web 2.0, mais il reste quand même un des plus utilisé d'internet. Il peut même servir les révolutions!


Je ne vous écris pas au sujet de ce qu'il se déroule dans d'autres pays, mais de ce que je viens de rencontrer à mon insu.


Des petits malins exploitent le plugin "Like" de Facebook pour faire s'ajouter automatiquement des encarts, du style "I like" et "Share" sur le mur de l'utilisateur, à condition que celui-ci ait une session active. (Vive les cookies).


En gros, certains sites mettent des liens "J'aime" cachés dans les pages webs pour que du contenu s'ajoute automatiquement sur le profil sans que l'utilisateur l'ait choisi. Une magnifique propagation de l'information si à vos tours vos amis consultent ce lien/vidéo/image apparue sans demande sur votre mur et qui ira contaminer à son tour le leur.


J'écris donc pour prévenir de faire attention, ce n'est en soit pas très grave, mais peut-être très gênant selon le type de contenu qui s'ajoute.


Ca laisse ouvert les questions de sécurité Facebook, de ce genre de "virus web2.0" et ainsi de suite.


Deux sites incriminés pour le moment:


	cdrole.fr


	girlcatched.info - redirige vers http://why-bieber.info/



Vous trouverez le lien incriminé dans le code source des pages.
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