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Certains d'entre vous ont sans doute entendu parler ou vue la présentation de Rakshasa, c'est la POC d'une superbe backdoor qui fait froid dans le dos : cela permettrais d'infecter les bios de cartes mères, de cartes réseaux, en gros pas mal de composants ayant un firmware non libre (ou ayant un firmware libre, mais dans ce cas nous pourrions le recompiler et le reflasher).

C'est développé avec du libre (coreboot, SeaBIOS, iPXE…) mais ne cherchez pas les sources, ce n'est pas disponible.


D'ailleurs, en parlant de firmware libre, un développeur de chez Google développe un remplaçant au blob binaire du bios vidéo des processeurs Ivy-Bridge de leurs Chromebook.

Ce remplaçant est basé sur coreboot.


Ahhh je rêve toujours d'un matériel 100% libre !


PS : Le drivers libre freedreno dont j'avais parlé ici poursuit son petit bonhomme de chemin avec un début de gestion des textures
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