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Ça faisait un bail que j'étais pas passé par ici !


Un petit  journal sur le contrôle parental sous linux, ubuntu précisément. Je viens d'offrir un ordinateur portable (clevo, pc anywhere) sous linux ubuntu (Cubuntu) à mes 4 petits (plus si petits), et je me suis mis en demeure de les protéger à l'insu de leur plein gré. Ceci est un petit compte-rendu.


En préambule je précise qu'il existe une solution «toute prête»: CTParental.sh. Bien entendu je ne l'ai pas testée, trop simple pour moi. Elle propose une limite horaire des connections et un blocage des sites par liste noire, par contre je n'ai pas l'impression qu'elle propose la limite en durée.

filtrer et limiter la durée. 


Dans le contrôle que je souhaitais mettre en place, il y a un double aspect: filtrer le web et limiter la durée journalière d'accès à l'ordinateur. filtrer le web est une nécessité quand on veut laisser les enfants naviguer seuls, même si la navigation se fait, comme chez moi, dans la pièce à vivre (le salon). Limiter la durée permet d'obliger les enfants à soigneusement réfléchir à ce qu'ils ont à faire, et les oblige à faire le travail scolaire en premier. Apprendre à ne pas procrastiner et se concentrer rur l'essentiel, voilà ce que je n'ai jamais réussi à faire moi-même.

Le filtrage du web


Déjà ancien et bien connu, Dansguardian est déjà installé sur mon ordinateur de bureau. C'est une solution efficace mais un peu lourde, qui filtre à la volée en bloquant les sites en fonction de vocabulaire ou de phrases-clés. Il nécessite un proxy, ce qui me semble un peu curieux. Squid étant une solution efficace mais un peu lourde, j'ai choisi d'installer plutôt tinyproxy.


Il existe une alternative: rendre inaccessible les sites listés par l'université de Toulouse (c'est la liste utilisée dans l'éducation nationale), ce que propose CTParental.sh


Il y a deux solutions pour obliger la navigation à passer par le filtre: paramétrer un proxy au niveau du système ou du navigateur, ou utiliser iptables pour faire un proxy transparent. J'ai choisi cette deuxième solution, mes enfants commençant à être assez grand pour avoir envie de fouiller les paramètres du navigateur ou changer de navigateur.


Il faut paramétrer tinyproxy pour qu'il utilise un nom d'utilisateur particulier pour qu'iptables fonctionne. C'est efficace,  mais attention: certains sites proposant un accès en IPv6, il faudrait paramètrer la redirection du type proxy transparent en IPv6 également. Mais je n'ai pas trouvé comment faire, aussi me suis-je résolu à désactiver purement et simplement l'IPv6.

La limitation en durée


Peu de solution convaincantes mis à part Timekpr. Timekpr n'est pas censé fonctionner avec les versions récentes d'ubuntu, mais il fonctionne quand même. Essayez avec un paquet d'une version 2010.


Personnellement j'ai compilé un deb à partir des sources (v0.3.2), ce qui effectivement ne fonctionne pas directement. Les fichiers de programme (*.py ou *pyc) se retrouvent dans /usr/share/pyshared au lieu de /usr/share/python-support/timekpr). un petit mv plus tard tout cela fonctionne… presque. Presque parce que le client timekpr qui informe l'utilisateur du temps qui reste

 n'est pas compatible avec la zone de notification d'unity. En utilisant l'interface Cinnamon tout fonctionne à merveille.

Conclusion


Voilà maintenant que tout est opérationnel, vous pouvez me traiter de parano, de tyran, et que sais-je encore. Il y aura sûrement un peu de vrai dedans.
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