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Le script de Tero Karvinen permet de mettre en place un pare-feu léger pour un ordinateur personnel. J'ai juste fais quelques ajustements pour ceux que ça intéresse :


	Organisation plus claire

	Pas de réponse aux demande de ping

	Survie des règles au redémarrage qui fonctionne pour Debian





#!/bin/sh

# firewall.sh - Configurable per-host firewall for workstations and

# servers.(c) 2003 Tero Karvinen - tero karvinen at iki fi - GPL



# Policies

iptables -P INPUT DROP

iptables -P OUTPUT ACCEPT

iptables -P FORWARD DROP



# Cleanup old rules

iptables --flush

iptables --delete-chain



# Rules

iptables -A INPUT -i lo -s localhost -d localhost -j ACCEPT

iptables -A INPUT -m state --state "ESTABLISHED,RELATED" -j ACCEPT 

iptables -A INPUT -p icmp --icmp-type destination-unreachable -j ACCEPT

iptables -A INPUT -p icmp --icmp-type time-exceeded -j ACCEPT

iptables -A INPUT -p icmp --icmp-type echo-reply -j ACCEPT



# Holes

#iptables -A INPUT -p udp -s mafreebox.freebox.fr -j ACCEPT

#iptables -A INPUT -p tcp --dport 51413 -j ACCEPT



# Save

iptables-save > /etc/iptables.up.rules

echo "#!/bin/sh" > /etc/network/if-up.d/iptables

echo "iptables-restore < /etc/iptables.up.rules" >> /etc/network/if-up.d/iptables

chmod +x /etc/network/if-up.d/iptables

echo "Firewall(.sh) : done"
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