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Question :

Attendu que :

- le nom de domaine de ma société enregistré par mon registrar .com est sensé corresponde à ma société (travail du registrar de vérifier il me semble),

- les courriels sortants de mon serveur SMTP sont signés avec DKIM (header ET body),

- la source (serveur SMTP) des courriels de ma société (vus de l'extérieur) est vérifiée par SPF et DMARC,

- les utilisateurs du serveur SMTP (submission) de ma société sont authentifiés et que le serveur ne permet pas l'usurpation d'adresses internes,

est ce que quelqu'un peut me confirmer que cela forme une chaîne d'authentification et de certification de l'émission d'un courriel (au sens le courriel n'a pas été modifié, et à bien été émis par telle personne de telle société) ? Auquel cas, qu'est ce qui manquerait pour avoir légalement la valeur de signature numérique ?


Par ailleurs, mettre un document en pièce jointe et coller le MD5SUM dans le courriel n'ajoute pas d'information pertinente. Assertion vrai ou fausse ?


Par avance merci aux spécialistes du chiffrement et de la législation qui passeront par la… :-)

Si vous voulez des détail sur les fonctionnalités de chaque protocole pour mieux juger, il suffit de demander.
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