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Extrait traduit de cet article :

http://www.technologyreview.com/computing/25480/?a=f



« Le document, qui sera présenté cette semaine lors de la Workshop on the Economics of Information Security, met en collération 400 millions d'alertes provenant des systèmes de détection d'intrusion sur des vulnérabilités connues. Ces données appuient l'affirmation selon laquelle les failles dans les logiciels libres ont tendance à être attaquées plus rapidement, et plus souvent que les vulnérabilités des logiciels proprios, selon Sam Ransbotham, professeur assistant au Boston College de Carroll School of Management. »



VO :

« The paper, to be presented this week at the Workshop on the Economics of Information Security, correlated 400 million alerts from intrusion detection systems with known attributes of the targeted software and vulnerabilities. The data supports the assertion that flaws in open-source software tend to be attacked more quickly and more often than vulnerabilities in closed-source software, says Sam Ransbotham, assistant professor at Boston College's Carroll School of Management and the author of the paper. »



J'ai pas vérifié l'étude, mais y'a des trucs bizarres dans l'article. Bien que le titre et le ton général aille plutôt dans le sens logiciel libre = passoire, on retrouve le bon vieil argument des parts de marché :

« He argues that attackers might indiscriminately inundate a company's network with attacks on relatively unimportant open-source software, while focusing more serious attacks on more important systems running closed-source software.

Because Immunity's clients are most concerned about systems running closed-source software such as Microsoft Windows, Internet Explorer, Adobe Acrobat, and Sun's Java, Immunity's researchers attempt to exploit flaws in closed-source software within 24 hours of when they are first reported. Open-source software vulnerabilities are given a much lower priority. »



L'article finit sur une note plus mesurée, en disant qu'on trouve des failles que les sources soient disponibles ou non. De toutes façons, il me semble qu'en matière de sécurité, l'important c'est d'appliquer les maj quand une faille est découverte. Qu'en pensez-vous ?
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