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Ce journal aurait pu être un lien avec un gros commentaire en dessous, mais je me suis dit qu'il serait préférable d'en faire un mini-journal.


Voilà ce qu'on voit dans Google quand on cherche "grapheneos" aujourd'hui :
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L'article du Parisien s'appelle "Google Pixel et GrapheneOS : la botte secrète des narcotrafiquants pour protéger leurs données de la police". C'est un papier à charge qui reprend la terminologie de la police (celle qui tue, n'en déplaise à Nuñez, et de plus en plus impunément), et met prudemment les descriptions officielles de GrapheneOS entre guillemets, comme si les devs mentaient manifestement sur leurs intentions.


Du coup, ça ne leur a pas plu et ils sont allés le dire sur Mastodon :



We were contacted by a journalist at Le Parisien newspaper with this prompt:



I am preparing an article on the use of your secure personal data phone solution by drug traffickers and other criminals. Have you ever been contacted by the police?

Are you aware that some of your clients might be criminals? And how does the company manage this issue?




Absolutely no further details were provided about what was being claimed, who was making it or the basis for those being made about it. We could only provide a very generic response to this.

Our response was heavily cut down and the references to human rights organizations, large tech companies and others using GrapheneOS weren't included. Our response was in English was translated by them: "we have no clients or customers" was turned into "nous n’avons ni clients ni usagers", etc…




Le fil se défoule ensuite sur la fascisation en France, mais s'éreinte aussi sur les deux autres projets de dégooglisation de smartphones bien connus : iodéOS et /e/ :



iodéOS and /e/OS are based in France. iodéOS and /e/OS make devices dramatically more vulnerable while misleading users about privacy and security. These fake privacy products serve the interest of authoritarians rather than protecting people.  /e/OS receives millions of euros in government funding.

Those lag many months to years behind on providing standard Android privacy and security patches. They heavily encourage users to use devices without working disk encryption and important security protections. Their users have their data up for grabs by apps, services and governments who want it.

There's a reason they're going after a legitimate privacy and security project developed outside of their jurisdiction rather than 2 companies based in France within their reach profiting from selling 'privacy' products.




Ce à quoi Gaël Duval de /e/ a répondu "Leur violence est sans limite" et "N'importe quoi". J'imagine que ce n'est pas la première fois qu'il voit son bébé se faire taper dessus par les gens de GrapheneOS, mais c'est la première fois que j'en suis témoin.


(full disclosure : je suis d'accord avec GrapheneOS sur le portrait trompeur que leur fait le Parisien et sur la situation politique en France, en revanche je ne pense pas que leur projet soit moins du privacy LARPing que les autres forks d'Android existants. Du reste, on constate que pour les flics, ne pas vouloir de Google dans sa poche, c'est suspect. "Dont Stand Out", j'imagine.)
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