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OSNews nous apprend que des backdoors ont été implémentée sur les téléphones portables de RIM, Nokia et Apple (et peut-être d'autres) sur demande du gouvernement indien.


Un groupe de hacker indiens aurait réussi à mettre la main sur des documents des services secrets indiens qui montrent que ces derniers ont conclu un accord avec les fabricants de téléphones sus-mentionnés : pour pouvoir vendre leurs téléphones en Inde, les fabricants doivent implémenter une backdoor.


La backdoor en question aurait été utilisée pour espionner une commission du congrès américain qui rend des rapports sur les rapports économiques entre les USA et la Chine et leurs effets sur la sécurité nationale.  


Bon, on peut toujours imaginer que les documents sont des fake, mais ils semblent venir du même groupe qui a publié du code source d'applications Symantec il y a quelques jours.


Voilà, tout ça montre que les théorie qui disaient que les logiciels propriétaires contenaient des backdoors de la CIA ne sont pas forcément si fantaisistes que ça. 
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