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Salut, 



Voila je suis dans ma recherche d'outil pour admin.

Je cherche un/des softs permettant d'analyser les logs de firewall (iptables). 

Pour le moment je recupere tous les logs de differents workstations/server via un syslog-ng, et pour eviter de trop me prendre la tete a essayer de chercher tous les 5 matins les activités anormal, j'aurai souhaiter un outil d'analyse et de collération. 



pour le moment j'ai pas trouver exactement ce que je cherche mais bon pour ceux qui seraient interessé je partage le fruit de mes recherches.



Nulog

http://www.inl.fr/Nulog,35.html

demo: http://www.inl.fr/download/ulog-demo/  



firelogd

http://rouxdoo.freeshell.org/dmn/



fwlogwatch

http://fwlogwatch.inside-security.de/ 

(fwlogwatch is a packet filter / firewall / IDS log analyzer written by Boris Wesslowski originally for RUS-CERT. It supports a lot of log formats and has many analysis options. It also features incident report and realtime response capabilities, an interactive web interface and internationalization.)





IptablesWEB: 

http://lab.gnomixland.com/iptablesweb/ 

screenshots http://iptablesweb.sourceforge.net/ 



Trollhunter: (PERL/TK)

http://trollhunter.sourceforge.net/#screenshots



Simple Watchdog: - swatch -

http://swatch.sourceforge.net/



fwanalog:

http://tud.at/programm/fwanalog/

demo: http://tud.at/programm/fwanalog/sample-report.html



Voila ils sont tous GPL.

Je voulais savoir lequel vous était utile, si vous en connaissé d'autre, les testes que vous aviez fait et tout et tout. 



Bon si ca continu on va finir par avoir "Un outil pour un admin par semaine" ca changera des kde et gnomes et autre wm :)
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