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On ne présente plus Misc, ni la qualité de ses articles.

A noter http://www.miscmag.com/sommaire.php(...) n'est pas encore à jour. 



Je viens juste de recevoir le magasine et ai juste eu le temps de le parcourir; La qualité des articles nécessite une lecture à tête reposé  (notamment le dossier ) :) 

L'article sur le Bluetooth est très instructif.

Une idée m'est apparue lors de la lecture des virus cross plate formes, un générateur de binaire avec en entré un binaire windows et un binaire Linux (format elf) et générant le dit executable cross plate-forme.
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