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Hello,



J'ai un gros souci avec une applet signée, à exécuter à partir d'un navigateur.



Pour résumer:

applet non signée, http   : OK

applet non signée, https : OK

applet signée, http          : OK

applet signée, https        : KO, cf message:



javax.net.ssl.SSLProtocolException: java.io.IOException: subject key, Unknown key spec: Invalid RSA modulus size.

	at com.sun.net.ssl.internal.ssl.HandshakeMessage$CertificateMsg.(DashoA6275)

[beaucoup de lignes]

Caused by: java.security.cert.CertificateParsingException: java.io.IOException: subject key, Unknown key spec: Invalid RSA modulus size.

at sun.security.x509.X509CertInfo.(X509CertInfo.java:155)

[beaucoup de lignes]

Caused by: java.io.IOException: subject key, Unknown key spec: Invalid RSA modulus size.

at sun.security.x509.X509Key.parse(X509Key.java:155)



Ces messages apparaissent avant même le chargement de la classe dans le jar, qui du coup n'est pas trouvé.



Le code l'applet est on ne peut plus basique : une méthode init, qui ne contient que la ligne add(new Label("Hello World"));



J'ai le même comportement sous firefox et IE, le .jar n'a pas été modifié entre le serveur et le client, mon ami google me fait la tête. 

J'ai essayé avec différentes jvm, entre autre dans le cas ou c'est la même qui compile et exécute, et le résultat est toujours le même.



Est-ce que quelqu'un aurait déjà rencontré ce souci ou aurait une piste?



Merci
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