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OpenID est un peut comme le passport de microsoft en version décentralisée. Cela permet de partager son identité avec plusieurs sites, évitant soit d'avoir le même mot de passe pour tous les sites, ou d'avoir a mmoriser un mot de passe diférent pour chaque site.



Et c'est complètement décentralisé : chacun peut créer son propre serveur.



http://openid.net/

https://myopenid.com/ (un serveur)



Je me cite depuis https://linuxfr.org/tracker/457.html :

OpenID est un peu comme le Passport de microsoft sauf que c'est complètement décentralisé, sans aucune autorité globale qui surveillerait le système.



Comment ça marche ? On s'enregistre sur un serveur comme https://www.myopenid.com/ (on peut créer son propre serveur). Et lorsqu'un site demande une authentification, il suffit de rentrer "moi.myopenid.com" par exemple. Le site (linuxFR par exemple) redirigera alors sur une page de myopenid.com qui demandera a l'utilisateur d'entrer son mot de passe. Ensuite, le serveur redirige sur une page du client (LinuxFR) en affirmant que l'utilisateur est bien connu.



Ce système a l'avantage de permettre d'avoir un seul mot de pase pour tout les sites internet OpenID et de ne pas avoir a retaper sans cesse le mot de passe (le serveur openID peut le retenir)



Note: il est possible de personaliser son "login" openid. par exemple, je peux mettre l'adresse de mon site: louve.dyndns.org grace a une balise link daans le head de la 1e page de mon site.
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