

Journal Badbios vous a plu? Vous allez aimer le catalogue NSA


Posté par mitsurugi (site web personnel) le 31 décembre 2013 à 14:30.
Licence CC By‑SA.

Étiquettes :

	nsa

	edward_snowden











[image: ]



Seul ceux qui ont hibernés les 12 derniers mois ignorent qu'un héros appelé Snowden a fait fuiter des documents confidentiels sur les méthodes employées par la NSA pour espionner le tout un chacun.

Le dernier document qui vient de sortir est le NSA catalog.

50 pages présentant les outils utilisables par les petits agents de la NSA pour tout savoir. C'est pas reluisant.

Votre cordon entre le moniteur et l'UC? Trojanisé, il diffuse en temps réel ce que vous observez. Vous avez une carte wifi inutilisée dans la machine? Elle est UP et transmet toutes vos données? Un iPhone? La NSA fait tout ce qu'elle veut dessus. Un BIOS? Rempli de malware, ça résiste à la réinstallation d'OS. Vous utilisez linux? Pas de bol, la majorité des infections d'OS indiquent que c'est compatible ext3. Un cordon USB? Dans le plastique de la prise, un CPU et une antenne pour downloader over the air des malwares, infecter, etc.. Vous utilisez un firewall Juniper ou Cisco? Ils sont backdoorés jusqu'au trognon. Vous tapez au clavier? Pauvre de vous, ils loggent les frappes claviers. Du wifi? Interceptable jusqu'à 8 miles (??!!) Et le catalogue continue comme ça.

J'allais oublier le lien: http://leaksource.wordpress.com/2013/12/30/nsas-ant-division-catalog-of-exploits-for-nearly-every-major-software-hardware-firmware/
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