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Bonjour Nal,


Plein de sites webs permettent de s'inscrire via un login et un mot de passe. Les mots de passe, on le sait, c'est la loose absolue. Entre la très grande majorité des gens qui continuent de mettre 123456 ou password comme mot de passe et les formulaires webs qui imposent un minimum de 23 caractères dont au moins une majuscule, une minuscule, un nombre, un caractère spécial, deux emojis et une résistance au dictionnaire, on ne sait pas trop quoi faire.


Des couples login/pass, j'en ai des stocks entiers. Et ça va depuis le site linuxfr (vous connaissez? c'est un très bon site) en passant par des forums techniques, le site EdF pour payer mes factures, mon prestataire de santé, des webmails, boobpedia, etc etc.. Comme je suis un utilisateur concerné par la sécurité de mes données, je n'utilise pas le même couple login/pass sur tous les sites (mettre une petite auréole au dessus de ma tête et un petit coq qui fait cocorico derrière moi dans le soleil levant).


J'ai trouvé 247 méthodes pour stocker les mots de passe. Généralement on conseille:



	tout stocker dans le navigateur. Pour cela, il faut utiliser le même navigateur tout le temps. J'ai un ordi au boulot, un chez moi + un portable + un smartphone, avec opera, Firefox et Chrome. C'est pas jouable

	utiliser un logiciel de stockage de mot de passe comme keeppass etc.. Je trouve ça pénible, et le côté multisystème n'arrange rien

	avoir une bonne mémoire. C'est dommage, mais quand j'étais petit, on m'avait donné le choix entre un gros sexe et une bonne mémoire et je ne me souviens plus de ce que j'ai choisi.

	Noter tout ça sur un papier avec un crayon (ça se trouve encore dans certaines boutiques d'antiquité. Ca ne consomme pas de piles, ça se backupe facilement et ça ne fait jamais de kernel panic)


Bref. Je n'ai rien trouvé de vraiment pratique, alors je vous soumet ma solution.


J'ai trié les sites webs selon leur importance:



	vital (linuxfr, webmail)

	important (autres sites)

	tout venant (forum à inscription obligatoire, etc..)


Les sites vitaux, je connais le mot de passe.

Les sites importants ont tous un système de récupération de mot de passe oublié. Lorsque ma mémoire fait défaut, je coche l'option et zou, direction webmail et login sur le site visé.

Les autres, j'utilise des one time password avec des @mail jetables comme il en existe tant.


c'est finalement la solution la plus rapide et la plus pratique, qui marche partout, et qui ne me laisse pas locké dehors.


J'ai l'impression d'avoir complètement détourné la sécurité des sites webs: leur mot de passe est inutile, et je détourne la fonction de récupération de pass en login. La sécurité repose donc uniquement sur mon webmail. 


Et vous, comment faites vous?
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