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Étiquettes :

	sécurité

	cracker

	defaced

	intrusion
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Vu que cette petite phrase semble parler à beaucoup de monde cela peut-être l'occasion d'en profiter pour partager ses expériences autour de cette thématique.


Pour ma part c'était principalement dans le domaine de la sécurité informatique.


Visite chez des prospects et proposition de test d'intrusion, audit de sécurité et mise en place d'une politique de sécurité.

Tu sens que le prospect te considère comme un gros parasite qui ne rêve que de lui piquer son pognon et de mettre des bâtons dans les roues des employés.

- j'vais pas vous payer pour me pirater

- coût à la journée trop cher

- les produits sont trop cher

- la formation c'est trop cher


Assez souvent on se faisait jeter "on n'a jamais eu de problèmes, on n'a pas de budget, mon fils/neveu/stagiaire s'occupe de l'informatique contre un sandwich". C'est tentant, mais c'est très mal vu de faire peur au prospect en lui prédisant le pire.


La situation était toute différente pour ceux qui sont passés par la case attaque informatique (site web piraté part la team 31337, ftp détourné pour du warez, employé qui clique sur 'photo super coquine.jpg.exe') Comme par magie un budget apparaissait de nulle part et était souvent bien plus conséquent que les offres initiales.

- on veut le must du top du firewall qui peut filter du 100Gb/s (mais vous avez une ligne ADSL 5Mb)

- vous devez former nos 500 employés ces 2 prochains jours…

- vous devez comprendre comment ça c'est produit


Dans le cas de vol de données et de leur diffusion sur Internet les questions arrivaient

- comment récupérer nos données volées?

- comment empêcher leur diffusion?

À ce moment, t'as envie de hurler "c'est trop tard!" mais il faut aussitôt ravaler cette parole pleine de triomphalisme, sortir votre pipeau et assurer au client que le nécessaire sera fait dans la mesure du possible.


Bon, c'était il y a 10 ans. La situation a un peu évolué depuis, pas mal de boîtes arrivent à voir la sécurité comme un investissement et non une charge


Et vous?
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