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Bonjour,



Suite à http://www.dotclear.net/forum/viewtopic.php?pid=113137#p1131(...) , je me rend compte que les robots spammeurs dans les blogs dotclear utilisent toute un vaste réseau de proxys disséminés au Nigéria, Arabie Saoudite, Chine, Inde, Brésil, ...



Mon premier réflexe a donc été de mettre les ranges de ces réseaux (selon whois sur l'adresse du proxy) dans un deny de mon htaccess.



Cependant, je me rend compte que les spams de commentaires, de mails, de bugs (dans trac), de forum viennent pour la plupart de ce genre de proxy.



Or, plutôt que de modifier la config apache, je me dis qu'on pourrait les bloquer directement au niveau de la couche IP, ainsi mail, web et tout le reste serait automatiquement protégés.



Évidemment, il faudrait que la liste des bloquages soit gérée dynamiquement.



Existe-t-il une telle liste qu'on pourrait bloquer complètement par défaut ? Existe-t-il un logiciel qui gère tout cela ?





(à ceux qui diront que l'usage de ces proxys est parfois légitime, je rétorquerais que c'est :

1) très très rare

2) les proxys ouverts sont une plaie qui permettent ce genre le spam. Si de plus en plus de monde commence à les bloquer, on peut petit à petit les isoler et se protéger d'une masse énorme d'ennuis

3) L'ajout d'un range IP dans une telle liste devrait s'accompagner automatiquement d'un envoi d'email à l'administrateur, le propriétaire et l'adresse abuse)



Qu'en pensez-vous ?
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