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Bonsoir,


ceci est un journal bookmark, oui mais un bookmark papier. Pas de lien, vu la tronche parfaitement assumée du site du canard enchaîné ¹ et surtout parce que le canard ça se lit sur papier et puis que cette presse papier là a bien besoin de lecteurs


Dans un article paru aujourd'hui, le canard titre « Des espions chinois dans les ordinateurs de nos armées ? » et décrit la passation d'un marché entre l'armée et IBM juste avant que celui-ci ne revende son département serveur au chinois Lenovo. Je vous laisse lire le détail, où le canard ne prouve rien mais relate les suspicions des bidasses. Un passage notamment cite un gradé : « Lenovo est connu pour installer des logiciels espions indétectables »


C'est sur ce passage là que je m'interroge : si je présume que ces serveurs ne sont pas livrés avec un OS pré-installé, c'est que les mouchards sont dans le matériel. 


Est-ce réaliste ? Probablement.

Mais est-ce vraiment indétectable ? Peut-on, en environnement aussi sensible ² auditer du matériel à priori fermé ?


¹ zut, il y en a un quand même

² il n'y a pas que l'armée qu'un état peut vouloir protéger
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