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Bonjour bonsoir,


Comme tout le monde le sait, Internet, c'est à peu près aussi respectueux de la vie privée qu'une carte postale. Si on veut en garder un peu, il n'y a qu'un seul moyen: chiffrer ses communications.


C'est possible, grâce à PGP et tout spécialement GPG, une implémentation libre du protocole qui vise les utilisateurs prêts à mettre les mains dans le cambouis sur leur ordinateur. Les plus fainéants (ou pragmatiques ?) auront certainement installé Enigmail, l'extension Thunderbird qui permet de signer/chiffrer ses emails directement dans Thunderbird (testé et approuvé par une Michu de mon entourage), voire même K9 et APG sur leur Android pour faire la même chose depuis le téléphone.


Et bien la famille s'agrandit avec l'annonce par Google d'une nouvelle extension Chrome, End-to-End pour faire la même chose dans le navigateur. Je connais bien WebPG, disponible sur Firefox et Chrome, mais la grosse différence est que End-to-End est annoncé par Google lui-même, et sera donc diffusé par les canaux officiels. On peut également s'attendre à un suivi plus poussé qu'une extension poussant dans un coin quelconque de la toile.


Au-delà de la bonne nouvelle, la question reste entière: se pourrait-il que Google, ayant peur de la perte de confiance de ses geeks adorés, consente à perdre un peu de contrôle sur ce qu'il est capable de lire et analyser ?


Note: Ce contenu est placé sous licence CC0
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