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L'armée française dispose depuis 2017 d'un commandement de la cyberdéfense, chargé entre autres missions de la Lutte Informatique d'Influence (L2I).


Le principe de la Lutte Informatique d'Influence est exposé dans ce pdf. Ce sont les opérations militaires conduites dans la couche informationnelle du cyberespace, autrement dit la guerre de l'information.


Le cyberespace, en particulier depuis l'avènement des réseaux sociaux, permet à des gens mal intentionnés de manipuler l'information à des fins militaires. Florilège des dangers évoquées par le document :



des attaques visant la déstabilisation des institutions par la manipulation des opinions.


des agresseurs potentiels disposent ainsi de la capacité à mobiliser rapidement la violence, en parole et en actes, et à fragiliser la légitimité des différents acteurs du règlement d’une crise.


tout individu, groupe ou État peut, par sa seule capacité de conviction, acquérir une légitimité au sein d’un réseau qu’il peut ensuite aisément influencer. Cette influence participe de la stimulation émotionnelle des utilisateurs, ce qui lui confère une dimension irrationnelle. 


démoralisation des troupes


perturbation de la conduite de l’opération, notamment par la propagation de fausses informations




« Nos adversaires n’hésitent plus à utiliser cette arme contre nos opérations. » Ces salauds ne reculent donc devant aucune bassesse. Heureusement, nos orgueilleuses armées bénéficient de la L2I pour se protéger de ces atrocités. Et aussi accessoirement pour faire exactement la même chose (mais nous c'est pas pareil, on est les gentils).


Voici en effet quelques-uns des objectifs annoncés :



Affaiblir la légitimité de nos adversaires


Appuyer les opérations menées dans le champ physique par des manœuvres de déception ¹


Convaincre les acteurs d’une crise d’agir dans le sens souhaité




Ils disent aussi s'inspirer des WebOps des États-unis, dont les actions comprennent la « mobilisation des opposants de l’adversaire afin d’amplifier leurs actions ».


Moralité : quand vous lisez que tel ou tel pays utilise des « fermes à trolls », dites-vous bien que la France fait exactement pareil.



	Le mot étonne, la seule hypothèse qui me vient est qu'il s'agit d'une mauvaise traduction de l'anglais « deception » qui signifie tromperie, duperie, supercherie. Mais j'espère bien que ce n'est pas le cas, sinon des mauvaises langues pourraient tenter d'insinuer que c'est la preuve que tout ce machin est en réalité organisé par les américains, auxquels les militaires français ne feraient qu'obéir comme des caniches. 
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