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Salut journal



J'ai un p'tit souci de compétence, et j'espère que tu vas pouvoir m'aider, ou du moins me guider vers la doc qu'il me faut parmi les innombrables qui existent.



Voilà, je me monte un réseau local, avec un serveur/firewall pour me protégre des vilains d'internet. Pour l'instant je n'ai pas le net, donc je ne me soucis pas de savoir si ma protection est bonne, mais j'y pense.



Ce que je veux, c'est avoir un réseau sécurisé un minimum de l'extérieur, tout en permettant plein de chose de l'intérieur :-)



Je n'ai qu'un serveur, et je veux mettre un DNS (bind), un serveur web (apache), un serveur ftp (proftpd), un serveur NIS (là je sais pas encore), un serveur mail (je suis pas décidé pour ça non plus), et un partage de fichiers (nfs, samba, je sais pas).



Alors

1) est-ce qu'en coupant bien les accès des différents services sur l'interface réseau liée au net, c'est suffisant, ou j'ai un gros risque en faisant tourner mes services sur le firewall

2) Sais-tu quel service de messagerie est le plus simple/sécurisé pour mon petit réseau local (qmail, etc..)

3) pour le serveur NIS, sais-tu ce que je dois utiliser, et où trouver des docs récentes (j'ai entendu parler de NIS+, mais je ne sais pas ce qu'il y a de plus par rapport NIS).

4) pour le partage de fichiers, toutes les machines sont sous Linux, mais à ce qu'il paraît, NFS c'est pas top niveau sécurité et quand ça tombe c'est le bordel. Est-ce que samba est bien adapté pour des configs linux-only (ça implique le service samba sur le serveur, et un client samba sur chaque machine, c'est un peu le marteau pour déboucher un bon vin non ?)



Merci de tes commentaires, et si tu as des liens vers des docs claires et récentes, n'hésite pas (j'ai déjà survolé les HOWTO correspondants, mais soit ils sont trop vieux, soit c'est un pavé que je suis découragé à l'avance de lire).
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