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Je viens de lire cette nouvelle "Logiciels sécurisation Hadopi : méfiez-vous des fausses labellisations" sur le site http://www.linformaticien.com/Actualit%C3%A9s/tabid/58/newsi(...)



D'une part, ils ont parfaitement raison de mettre en avant les risques de faux label.

Mais, ce qui me choque le plus, c'est le mode de fonctionnement de ces fameux logiciels de sécurisations. Ils auront la possibilité d'enregistrer tout ce qui se passe sur nos machines (« Le logiciel va faire une journalisation des activités. Elle se fait sous forme de deux fichiers : chiffré et non-chiffré », explique Christophe Painset. ). 

Officiellement, il n'y aura que les ip de stockées, mais leur mode de fonctionnement ressemble énormément à celui des keylogger et autre malware

. 

Donc, en gros, la majorité des personnes ne connaissant pas trop la sécurisation des systèmes va utiliser ce produit, fortement mis en avant par la communication (propagande ?) du gouvernement, et laisser potentiellement libre accès à toutes leur informations personnelles ! De la photo de vacances à la dernière commande passée sur un site ! Mais qui exploite les données de ce logiciel ? L'Etat ? Les groupes commerciaux ? 



Il ne faut pas rêver, en absence d'une contre information (propagande), il est très facile de faire croire à M. Lambda (ou Mme Michu) que pour ça tranquillité il est indispensable d'installer le logiciel machin ! 

Finalement, dans l'Hadopi, le pire n'est peut-être pas ce qui est apparent, mais la volonté de surveiller en profondeur tout le monde. 

Je suis probablement un peu paranoïaque mais il y a de quoi.



Bonne journée
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