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J'ai longuement bourlingué sous Windows tant du côté administrateur système que du côté administrateur "local".  Pour installer un Windows, de nos jours je fais les opérations suivantes :



- Je débranche la connexion Internet à cause des vers en réseau.

- J'installe Windows.

- J'installe un pare-feu (kerio).

- J'installe l'anti-pub (ad-aware) que je lance.

- J'installe l'anti-virus que je lance.

- J'installe l'anti-troyen que je lance.

- J'installe les mises-à-jour que je télécharge depuis windowsupdate... parce que je ne suis pas capable de savoir quels fichiers ils faut garder pour relancer cette opération sans télécharger.

- J'installe les logiciels dont j'ai tout de même stocké les archives d'installation.

- Je relance tous les anti-trucs et règle le pare-feu.

- Je configure le bureau Windows et les logiciels parce que la configuration (base de registre, etc...) est dispersée n'importe où et que ça prends plus de temps de la récupérer que de la refaire.



Evidemment, je ne compte pas les redémarrages à cause des installations de logiciels et les mises-à-jour.



OUF !



L'installation sous Linux (Debian pour moi) est bien plus rapide puisque je n'ai pas à me protéger contre mon "propre" système d'exploitation. De plus, les logiciels que j'utilise sont libres (sauf nvidia, java et rar dixit vrms).

Exemple :

- montage /home sur une partition.

- dpkg -L (récupérer liste et version des paquetages, syntaxe approchée)



En sera-t-il toujours ainsi ? Pour le moment Linux est surtout utilisé par des initiés et les autres nouveaux venus marchent sur les traces de leurs aînés. Ils suivent le libre.



Que ce passera-t-il lorsque le "grand public" s'y mettra et que :

- les marketeux se mettront à commettre les mêmes ignominies que sous Windows ? A savoir, les espiogiciels, publicité dans les produits, anti-virus lourds, logiciels agissant contre leur usagers...

- des virus pour Linux seront conçus pour cliqueurs-nés-bêtas ?

- des grands logiciels non libres "tainteront" le système de "fonctionnalités" telles que des connexions réseau pour tests de licence ou publi-délation ?



A ma connaissance, le pare-feu Netfilter n'est pas vraiment porté sur le contrôle des applications. Bien sûr au moyens de cibles rajoutées, il est possible de filtrer selon l'application.

Cependant, je n'ai pas trouvé le moyen de prendre le problème dans le même sens que le font les pare-feu applicatifs sous Windows : contrôler d'abord l'application puis le protocole.



Dans le même mouvement, Linux offre-t-il une plate-forme intéressante pour les espiogiciels ? Je serais tenté de dire "non" car il n'y a pas de base de registre et autres artifices destinés à perdre l'utilisateur.



Comment un Linux grand-publicisé sera-t-il et comment se défendra-t-il ?
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