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voyant souvent le "palmarès" des applications dans certains médias et par la presse, je m'interroge sur la possiilité de centraliser les différentes application disponibles, et leurs commentaires & observations.

l'idée étant de "défricher" le travail journalistique, de ce qui est existant, très populaire, ou au contraire peu connu. Le plus complet fut pour moi celui du Point, mais face aux initiatives nouvelles, j'imagine qu'apporter sa pierre à l'édifice (liste longue, très ou trop longue?) en observant les avantages/inconvénients, me parait pas une idée si bete :


les + connus/populaires/simples:


[*]whatsapp :

2009, usa. Racheté par Meta (facebook/insta..), parmi les pionniers sur smartphone, bénéficie de zero-rates dans certains pays africains/amlatine -ce qui est illégal en europe- et le rend le plus populaire au monde. 1+Mrd utilisateurs.

https://www.whatsapp.com/

https://fr.wikipedia.org/wiki/Whatsapp

https://en.wikipedia.org/wiki/Whatsapp


[*]signal (usa aussi, 2014, protocole Signal) , 40M d'utilisateurs

https://signal.org/

https://fr.wikipedia.org/wiki/Signal_(application)

https://en.wikipedia.org/wiki/Signal_(application)


[*]telegram (dubai, 2013), inventé par des contestataires du pouvoir russe ; 500M d'utilisateurs.

https://telegram.org/

https://fr.wikipedia.org/wiki/Telegram_(application)

https://en.wikipedia.org/wiki/Telegram_(application)


[*]viber (israel, 2010) ; créée par d'anciens des services israeliens, racheté par rakuten, basé à chypre. 1Md d'utilisateurs en 2018, racheté quatre ans plus tot par rakuten pour 900MUSD.

https://viber.com

https://fr.wikipedia.org/wiki/Viber

https://en.wikipedia.org/wiki/Viber


les moins connus/différents/indépedants/minoritaires


[*]threeema (suisse, 2012, 1€ à l'ouverture (peut etre un abonnement)) ; 10M d'utilisateurs

https://fr.wikipedia.org/wiki/Threema

https://en.wikipedia.org/wiki/Threema

https://threema.ch/


[*]citadel/tchip : thalès, francais mais voix/visio payants ; citadel a destination des pros/particuliers, tchip est sa réédition réservée aux fonctionnaires.

https://www.thalesgroup.com/fr/citadel-team

https://www.ercom.fr/solutions/citadel-team-presentation

(pas de page wiki :D)


[*]skred : francais, du groupe skyrock, fusion récente avec twinme

https://skred.mobi/fr/

https://fr.wikipedia.org/wiki/Skred


[*]wire : suisse, 2014, gratuit

https://wire.com/

https://fr.wikipedia.org/wiki/Wire_(logiciel)

https://en.wikipedia.org/wiki/Wire_(software)


[*]element : israel, 2016, je comprends pas trop d'où il prend ses racines, très prisé par les communautés opensource ; successeur de Riot, utilise le protocole matrix, interopérable avec jabber/xmpp, pour communiquer. Aujourd'hui la fondation Matrix est localisée au UK. Client Matrix, donc interopérable avec les autres logiciels matrix, ainsi que jabber/xmpp.

https://element.io

https://fr.wikipedia.org/wiki/Element_(logiciel)

https://en.wikipedia.org/wiki/Element_(software)

utilise le protocole matrix :

https://matrix.org

https://fr.wikipedia.org/wiki/Matrix_(protocole)

https://en.wikipedia.org/wiki/Matrix_(protocol)


[*]conversations (allemand, 2014, fonctionne avec xmpp/jabber, donc interopérable, gratuit et optimisé pour android ; alternatives snikket/siskin pour version ios) ; nécessite une création de compte, via l'appli ou via autre serveur jabber, gratuite. Réalisé par Daniel Gultsch

https://conversations.im/

https://fr.wikipedia.org/wiki/Conversations

https://en.wikipedia.org/wiki/Conversations_(software)


[*]quicksy : presque identique au précédent (meme développeur) mais utilise le numéro de téléphone pour générer un identifiant/mdp jabber.  Aussi par Daniel Gultsch

https://quicksy.im/

https://en.wikipedia.org/wiki/Conversations_(software)#Quicksy


[*]cheogram : pareil que les deux précédents, mais optimisé pour l'appel de contacts SIP.

projet canadien, issu de soprani. La téléphonie SIP est couramment utilisée par les particuliers là bas.

https://cheogram.com/


les "clandestins/vagabons/invisibles" (ya pas d'autre mots :D ):


[*]session : messagerie chiffrée utilisant la blockchain. Anonymat fort, si l'on active pas la voix/visio.

https://en.wikipedia.org/wiki/Session_(software)


[*]tox : protocole de messagerie chiffré, confidentiel. Différents clients sur ios/android/fdroid, voir :

https://fr.wikipedia.org/wiki/Tox_(logiciel)

https://en.wikipedia.org/wiki/Tox_(protocol)

https://tox.chat/

https://f-droid.org/fr/packages/com.zoffcc.applications.trifa/ (meilleur client que j'ai pu tester, bien appuyer longtemps dans l'ID profil pour faire apparaitre le QR code, c'est pas toujours évident :D)


[*]Briar : Successeur de Ensichat. communications chiffrées via… Tor (inernet), ou wifi (hors internet), ou encore bluetooth ou carrément supports externes (microcarte sd)

recommandée par snowden. utilise le protocole Bramble. Semble encore plus "parano" que tox: pas d'appels/visio.

https://f-droid.org/fr/packages/org.briarproject.briar.android

https://briarproject.org/

https://en.wikipedia.org/wiki/Briar_(software)


NB: pour cette dernière catégorie, certains sont volontairement dénués de visio/voix, pour protéger la vie privée et la confidentialité au maximum. Session affiche un avertissement en ce sens, par exemple, avant l'activation ; j'ai pas trouvé comment l'activer sur briar (je crois pas que ce soit dispo)


NB2: certains évoquent que les whatsapp, signal, telegram et autres utilisent le protocole jabber(xmpp); ce fut certainement vrai aux débuts des messageries mobiles (2010..) dans le sens où meme hangout et les messageries instantanées "experimentées" par google, ont commencé avec ce genre de base technique.

cf https://grenoble.ninja/comment-tuer-un-reseau-decentralise-tel-que-le-fediverse

d'autres applications utilisent des protocoles plus ou moins similaires, pas toujours (meme jamais) ouverts.


les moins connus, plutot visio que messagerie :

[]jitsi?

[]jami?


on peut citer également les logiciels/fournisseurs de sip, peut etre?

[*]linphone et ippi, tous les deux francais, avec leurs applis respectives


pour les OS alternatifs/minoritaires/indépendants (non ios, non android/lineage-like), type postmarket, mobian, sailfish, manjaro…

il existe des clients jabber/xmpp, au meme titre que des clients SIP, qui sont "plus ou moins fiables" (et dispos :D). Pour ma part sur PMOS j'ai jamais eu de soucis à échanger avec jabber/xmpp (client intégré), par contre SIP n'est pas le meme combat :D


en complément, sur postmarketos, sur lequel whatsapp n'est pas compatible, dispose d'une petite palanquée d'alternatives :

un moment je crois qu'un client discord était dispo, il semblerait que ce soit plus le cas, bien qu'il y ait bien des adaptations/portages de clients telegram et signal sur ce système :

https://wiki.postmarketos.org/wiki/Applications_by_category#Instant_messenger_clients


À noter que les adresses xmpp/jabber (pour les très courtes :D) et SIP peuvent recevoir des d'appels en provenance du réseau téléphonique traditionnel (via tel fixe ou portable) en passant par les passerelles pstn/pots > SIP/jabber. Pratique pour les appels internationaux gratuits, notamment via tel fixe. Voir le post suivant d'il y a quelques mois :

https://linuxfr.org/users/dlorah/journaux/appels-internet-demande-d-avis


et vous, quel est votre préféré?

quelles spécificités, observations, recommandations ou mises en gardes souligneriez vous dans un comparatif?


[NDM] : une page du wiki a été créée afin de pouvoir enrichir ce contenu et retrouver plus facilement l'information par la suite. 

https://linuxfr.org/wiki/clients-de-messagerie-instanee
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