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Bonjour Nal,


Un litige entre un développeur et une société à propos de l'utilisation d'un logiciel libre sera présenté ci-après. Il fait écho à une question revenant très souvent dans les journaux et commentaires sur LinuxFr : la réticence de certains à mettre leur programme sous licence GPL de crainte de se faire "piller" et que d'autres en profitent pour vendre un outil tirant parti du leur, gagnant de l'argent sans aucune obligation légale de contrepartie autre que le respect de ladite GPL, et les privant de fait d'un potentiel revenu qui leur reviendrait moralement de droit.


Si le libre offre de nombreux avantages (partage, communauté de contributeurs…), il fait parfois peur à des particuliers ou petites structures ayant la compétence technique mais pas le temps ou le talent commercial pour faire du marketing ou obtenir des contrats. Lorsque le dév' est seul (ou l'équipe très réduite) et porte un programme lourd en investissement (code, correction des bugs, intégration upstream des patchs tiers, communication), c'est difficile de s'en sortir sans un emploi à côté (mais dans ce cas, ajouté à la vie de famille, reste peu de disponibilité et de motivation) ou sans monétisation (sponsor, contrats de support et maintenance).


Pire, parfois ce dév' voit, après avoir consacré plusieurs années à son projet, débarquer une entité qui reprend son code et l'incorpore à un package commercial, avec une grande force de frappe, mais tout en respectant les termes de la licence.


Régulièrement de telles polémiques surgissent, ou même des forks dans des contextes légèrement différents (Nexuiz et Xonotic dans le domaine du jeu vidéo ou encore Nagios et Icinga pour la supervision système). Ces derniers jours, une nouvelle discussion a commencé concernant le logiciel WPScan, un scanner de vulnérabilité pour le CMS Wordpress.


Ses mainteneurs se plaignent que, régulièrement, des sociétés commerciales incorporent leur outil au sein du leur et le vendent, sans que eux bénéficient en retour de la moindre compensation pour leur travail. Ce que la GPL autorise parfaitement, ils le soulignent, à condition que le dérivé soit lui aussi mis à disposition sous une licence compatible.


Selon eux à chaque fois ce n'était pas le cas, et ils contactaient alors l'entreprise en question pour leur proposer une version commerciale non libre et payante ; tous ont refusé et la plupart cessé d'utiliser WPScan. Récemment, un nouvel acteur entre en jeu avec la même approche.


Face à cela, les créateurs de WPScan se disent lassés et celui-ci est alors basculé sous une double licence : non libre en cas d'usage commercial et soumise à un paiement, libre GPL en cas d'utilisation non commerciale (particulier, distribution Linux comme BackBox ou Kali, service gratuit…).


Cette dualité pose deux problèmes : est-il autorisé de modifier ainsi unilatéralement la licence sans l'accord préalable et explicite de tous les contributeurs au projet (il n'y avait pas de transfert de copyright) ? Est-elle compatible avec la GPL ? Il semble que non… Et Delve peut-il agir ainsi ?


Pour ne pas refaire l'erreur de mon précédent journal (réagir à chaud à une info partielle sur Twitter et rédiger un texte en partie erroné), j'ai attendu un peu et regardé les deux versions avant de publier.


Là en l'occurrence, le problème des développeurs de WPScan ne semble pas tant être que d'autres gagnent de l'argent grâce à leur produit - on comprend tout de même qu'ils aimeraient en récupérer un peu, ce qui est moralement légitime et compréhensible mais pas juridiquement imposé - que la violation par les boîtes commerciales de la liberté logicielle.


Dans le cas précis de Delve Labs (ils ne donnent pas les autres exemples précédents), la question à trancher reste donc : respectent-ils ou non la licence GPL ?


Dewhurst Security prétend que non, Delve rétorque qu'ils lancent simplement l'outil en ligne de commande, ils ne l'incorporent pas à leur propre soft.


A priori, la solution commerciale (et propriétaire) qu'ils proposent est en effet un service hébergé en ligne, ils ne mettent pas de logiciel à disposition.


Ce serait bien d'avoir des éclaircissements sur ce point.


Mais si Delve Labs respecte la GPL, ils ont parfaitement le droit de commercialiser leur outil incluant WPScan. Aucune obligation légale de payer.


Après, est-ce que le choix de la licence AGPL n'aurait pas été plus pertinent pour WPScan, justement à propos de cette option : "si vous exécutez un programme sur un serveur et laissez d'autres utilisateurs communiquer avec celui-ci, votre serveur doit aussi leur permettre de télécharger le code source correspondant au programme qui est exécuté. Si ce qui s'exécute est votre version modifiée du programme, les utilisateurs du serveur doivent obtenir le code source tel que vous l'avez modifié."


À noter que, suite à cette polémique, Delve a forké WPScan en reprenant la dernière version distribuée sous GPL, sous le nom de Vane.


Cas d'école intéressant, à suivre.
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