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Les mesures prévues par la mission Olivennes sont un grand retour en arrière en termes de sécurité informatique, et du respect de la vie privée. Basée entre autres sur le filtrage, cela implique de connaître l'activité d'une connexion, et d'en faire des statistiques. On apprécie, ou pas.



Même si ce n'est pas une véritable solution, il existe les techniques de cryptages de connexion: les réseaux privés virtuels. Facile à installer et à utiliser, ils peuvent servir à se connecter à une machine ayant une connexion non filtrée, sans qu'un filtre puisse interpréter les échanges. Contre un peux plus de ping, on peux donc se connecter à un serveur qui transmettra nos communications TCP/IP.



Va-t'il donc falloir en plus de l'abonnement à son FAI, prendre en compte la location d'une dedibox ou d'une machine située à l'étranger ? Il en est fort possible.



Une autre solution est d'avoir un réseau décentralisé, comme TOR. Ce dernier possède cependant des limites; le non support des paquets UDP par exemple. Le fait que l'on sera responsable de ce qui passe par ça connexion risque de décourager pas mal de personnes. Réduisant l'usage de systèmes de ce type relativement restreint en France.



Il n'y a donc pas de solution miracle, mais il existe déjà des techniques possibles pour passer outre à cette limitation. À terme, ça peux forcer les gens à utiliser des connexions cryptés, et donc régler toute menace de surveillance une bonne fois pour toutes. Il sera bien plus difficile d'interdire le cryptage. En attendant, mieux vaut continuer à faire entendre le désaccord des internautes devant cette mauvaise idée.
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